
EQST stands for "Experts, Qualified Security Team”, and is a group 
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highly qualified security experts with proven capabilities in the field  

of cyber threat analysis and research.
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Zero Trust Era – Never Trust, Always Verify 
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Prepare 

Before introducing Zero Trust, it is necessary to evaluate the company's current security 

target/level** focusing on key elements* 

* Identifiers, devices, networks, systems, applications and workloads, data 

** Identify access entities, assets/devices, business processes/workflows and evaluate maturity 

Plan 
Review introduction design and budget to secure a higher level of security by harmonizing with 

the existing security system based on the maturity model 

Implement 

Review and implement a solution suitable for the company's ecosystem in consideration of the 

location of major resources, protocols*, and various services 

* (Resource location) On-Premise, Cloud, (protocol) web, SSH, IPv4, IPv6, etc. 

Operate 

Set/manage it to ensure that the core principles** operate appropriately based on the basic 

philosophy* in the implemented Zero Trust architecture 

*Do not trust any type of access. 

*Consistent and centralized policy management and access control decision/implementation are 

required. 

*User, device management and strong authentication 

*Elaborate access control through resource classification and management (granting minimum 

privileges) 

*Create logical boundaries, allow access on a per-session basis, and apply communication 

protection technology 

*Continuously verify/control reliability through monitoring and log recording of all conditions 

**Strengthen the authentication system: Establish a reliability-based authentication policy 

**Micro segmentation: Deploy individual resource groups through security gateway 

**Software-defined boundary: Create channels for accessing resources after dynamic configuration 

of networks according to policy engine decision, and securing user trust 

Feedback/ 

Improvement 

Enhance the level through repetitive management of each stage, e.g. comparison and 

monitoring of completion level based on Zero Trust maturity, and derivation of improvement 

measures 
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Classification Traditional Advanced Optimal 

User/Identity 

* Password or multi-factor 

authentication (MFA) 

* Limited risk assessment 

* MFA 

* Partial ID combination with 

cloud and on-premise systems 

* Continuous verification 

* Real-time machine learning 

analysis 

Device 

* Limited visibility of 

compliance 

* Simple inventory 

* Compliance enforcement 

* Data access differs 

depending on device status at 

first access 

* Continuous device security 

monitoring and verification 

* Data access differs 

depending on real-time risk 

analysis. 

Network 

* Large-scale macro 

segmentation 

* Minimal encryption of 

internal or external traffic 

* Defined by 

incoming/outgoing micro 

boundaries 

* Basic analysis 

* Fully distributed 

terminating/originating micro-

boundary 

* Machine learning-based 

defense against threats 

* Encrypt all traffic 

Application 

* Access based on local 

authentication 

* Minimal integration with 

workflows 

* Some cloud accessibility 

* Access based on centralized 

authentication 

* Basic integration with the 

application workflow 

* Access is approved 

continuously. 

* Strong integration of 

application workflows. 

Data 

* Inadequate inventory (Not 

Well) 

* Static control 

* Not encrypted 

* Minimal privilege control 

* Minimize data stored on the 

cloud or in a remote 

environment in idle state 

* Dynamic support 

* All data is encrypted.  
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Keep up with Ransomware 
   

 

The threat of the NoEscape Ransomware has reached Korea 

◼ Outline 
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◼ Ransomware news 
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◼ Ransomware threats 
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◼ Focus of Ransomware 
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68e5caa3f0fd4adc595b1163bf0dd30ca621c5d7a6ad0a20dfa1968346daa3c8  

2cd1ca52a5d404176f0ec7debeceb4ba3c95b139061f86ac971195b02d854b0c 

68ff9855262b7a9c27e349c5e3bf68b2fc9f9ca32a9d2b844f2265dccd2bc0d8 

07c70968c66c93b6d6c9a90255e1c81a3b385632c83f53f69534b3f55212ced9  

9d346518330eeefbf288aeca7b2b6243bc158415c7fee3f2c19694f0e5f7d51c 
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◼ Reference sites 
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Research & Technique 
    

 

WinRAR Arbitrary Code Execution vulnerability (CVE-2023-38831) 

■ Outline of the vulnerability  
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■ Affected software versions 

S/W type Vulnerable versions 

WinRAR All versions below WinRAR 6.22 

 

■ Attack scenario 
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■ Test environment configuration information 

Name IP Information 

Victim 192.168.0.2 
Windows 10 Pro 22H2 

WinRAR 6.22 

Attacker 192.168.0.9 Windows 10 Pro 22H2 
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■ Vulnerability test 

Download Address 

https://www.win-rar.com/fileadmin/winrar-versions/winrar/winrar-x64-622.exe 

*
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Reverse Shell Script Address 

https://github.com/swisskyrepo/PayloadsAllTheThings/blob/master/Methodology%20and%20Resources/Reverse%20 

Shell%20Cheatsheet.md#powershell 
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■ Detailed analysis of vulnerability 
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Extension name 

.PIF .COM .EXE .BAT .CMD 
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■ Countermeasures 
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■ Reference sites 
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